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1. SOW Revision History

Date By Description of Revision

05/20/2024 Alyssa Ramirez SOW Creation

08/20/2024 Alyssa Ramirez Date Refresh

2. Summary
Navarro County ("Client") has engaged Unique Digital Technology, LLC ("UDI") to provide break/fix and
consulting services (the "Services") in support of Client's information technology needs. The Services will be
provided, as needed, on a Time and Materials basis.

The Services provided under this SOW shall be governed by the terms of the Master Services Agreement which
can be found at https://www.uniauediqital.com/wp-content/uploads/Unique-Diqital Master-Services-

Aqreement Online-Version.pdf (the "Agreement"). By signing this SOW, Client agrees to be bound by the
aforementioned online terms and conditions. Additional Information regarding the Services covered under this
SOW is delineated in Exhibit A attached hereto. Any third-party products, software, or subscription services
applicable to the Services under this SOW are subject to the terms and conditions of the third-party manufacturer
or licensor.

3. Scope of Work
a) UDI will provide the Services, at the Client's direction, following the engagement process described

below:

i. The Client will make a verbal or email request to the UDI Services Coordinator that defines the
requirements of the request in detail, the expected period to start and complete and any other
technical information necessary to perform the tasks requested.

ii. To validate the scope of the request, the UDI Service Coordinator will evaluate the request against
the Exclusions listed below. .

iii. The UDI Service Coordinator will confirm the request with the Client and once the scope of the
request has been approved by the Client. UDI will notify a skilled resource to execute the request.

iv. The UDI Service Coordinator will schedule an initial call between the Client and the assigned
resource to ensure understanding of necessary work and establish the dates for execution either
onsite or remotely.

V. Once the Service is underway, the Client will manage all aspects of the required work,
vi. Upon completion of the effort, the assigned resource will provide the Client with a copy of the final

status report showing the hours expended and the work completed for Client's acceptance.

4. Deliverables

a) Documentation (e.g., configuration changes, topology diagrams, recommendations, etc.) pertaining to
the Services may be available upon request. Client shall be invoiced for the time expended by UDI to
construct such documentation.

Unless otherwise stated, any documentation deliverables shall be provided in electronic format.

5. Exclusions

The Services do not constitute, and are not intended to supply, Public Cloud Services for Azure/AWS/GCP,
managed services, staff augmentation, or complex implementations (e.g., multi-day/complex infrastructure
deployments), nor are the Services a suitable replacement for maintenance contracts. UDI reserves the right to
present the Client with a separate SOW or decline any request for Services if, in UDI's reasonable determination,
the requested Services:
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a) Involve a high amount of complexity, risk, or regulatory compliance, such as exposure to sensitive
personally identifiable information, requests associated with a federal contract, cybersecurity services, or
hazardous conditions at Client's premises.

b) Require skills or expertise not currently possessed by DDI's own employees or its affiliate's employees.
c) Are not relevant to Client's information technology environments.
d) Would require a projected effort (approximately 24 hours or more) to fulfill.
e) Require DDI's engineer(s) to be on call.

6. Client Responsibilities
Client shall be responsible for:

a) Identifying a primary point of contact with overall responsibility for the Services who will assist with
managing Client's obligations under this SOW and to whom project communications can be addressed.

b) Supplying timely access to Client's subject matter experts and business stakeholders as may be required
for DDI to obtain sufficient information pertaining to the Services. Failure of Client to provide timely
responses to requests for information may result in delays to the Services.

c) Providing a safe and suitable workspace, security clearance, building access, parking accommodation,
and office supplies (such as furniture, telephone, internet connectivity) for any Services performed at
Client's premises. If necessary. Client shall provide a tour of Client's facility and inform the DDI
engineer(s) of facility safety requirements.

d) Providing sufficient access to Client's environment as necessary, including VPN access where
appropriate for any Services provided remotely.

e) Providing user ID'S and passwords to be used by DDI engineer(s), if required.
f) Validating that a full backup of the affected system(s) is completed prior to commencement of the

Services. DDI cannot be held responsible for loss of data on Client's systems due to Client's failure to
maintain sufficient backups.

g) Supplying power, network availability, and environmental requirements (e.g., rack space) prior to
commencement of the Services.

h) Insuring any/all Client-owned equipment and verifying any effects to their insurance coverage/policy
which may result from the Services contemplated herein.

i) Maintaining active maintenance contracts for deployed hardware, software, and subscription services.
j) Compliance with all applicable laws, rules and regulations pertaining to Client with respect to the

Services, including any import/export laws and tax requirements.
k) Fulfilling its obligations in this section at no charge to DDI.

7. Assumptions
a) The Services provided in this SOW are limited to best effort break/fix and consulting services, including

minor repairs, upgrades, and installations. DDI reserves the right to evaluate and apportion requests for
Services at its discretion and may present Client with a separate SOW to address requests for Services
outside the capacity of this contract.

b) Scheduling for support tasks is subject to DDI resource availability and shall be mutually arranged
between DDI and Client in advance.

c) DDI is not responsible for providing any project management under this SOW. The DDI engineer(s) shall
work at Client's direction for the requested Services.

d) Services may be performed remotely, where applicable and appropriate. Any onsite work shall be is
limited to that which can be performed within the Dnited States of America.

e) Services under this SOW shall commence on a mutually agreeable date after this SOW is fully executed.
f) Where feasible, Services shall be provided during standard business hours, defined as Monday through

Friday, 8:00am-5:00pm in Client's time zone, excluding nationally observed holidays.
g) Any knowledge transfer provided under this SOW does not constitute formal product training and shall

not result in certifications of any kind.
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